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ABSTRACT: Cryptography is the interchange of information between the users without leakage of 
information to others. In our present paper, a new kind of transform is introduced named as Jaya transform 
and abbreviated as J-transform. In this paper, we discuss some properties and the application of J-transform 
in cryptography. J-transform is used for encryption, and inverse J-transform is used for decryption and an 
example is presented to discuss the process of encrypting and decrypting the given data. 
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I. INTRODUCTION 

Integral transformations have been effectively used for 
the past two centuries in solving many problems in 
applied mathematics and engineering science. Because 
of their prominence, Integral transforms are known for 
their role to find the solution of linear differential 
equations, difference equations, integral equations, 
electric circuits and networks, vibration and wave 
propagation, heat conduction in solids, quantum 
mechanics, fractional calculus and fractional differential 
equations, dynamical systems, signal processing, 
physical chemistry, mathematical biology, probability 
and statistics, solid and fluid mechanics [2, 4, 5, 8, 9, 
11]. 
In our presentation of the paper, a new transformation is 
established, Jaya transform abbreviated as J-transform. 
This is used as a security tool in coding theory for 
encrypting and decrypting a message. J-transform is 
originated from the standard Laplace integral. Based on 
the mathematical simplicity of this transform and its 
fundamental properties, the process of encryption and 
decryption algorithms to get the message turns out to be 
simple. This transform is established with the inspiration 
from Laplace, Elzaki, Sumudu, Aboodh, Kamal, and 
Mahgoub transform. During the discussion of our 
techniques, a new cryptography method is proposed 
using J-transform. This method is used for encrypting 
the plain text and corresponding inverse J-transform is 
used for decryption. In this procedure, encryption is 
performed by replacing each letter by the American 
Standard Code for Information Interchange (ASCII) 
values [1, 3, 6, 7, 10, 12, 13, 14]. 

II. DEFINITION AND PROPERTIES 

We define J-transform for the function of exponential 
order. We consider functions in the set B defined by  
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where M represents a finite number, 2kand1k are 

constants. 
This transform is denoted by the operator J (.) defined 
by the integral equation 
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A. Standard Function values of J-transforms 
Suppose we assume that the integral Eqn. (1) exists for 
the given function f (t), we find some function values of 
J-transform. 
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In the general case, if n>0 
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B. Linearity property of J-transform  
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III. J-TRANSFORM APPLICATION IN 

CRYPTOGRAPHY 

A.  Encryption Algorithm Steps 
– Assign every alphabet in the plain text message as 
ASCII values. 
– Next, the plain text message is organized as a finite 
sequence of numbers based on the above conversion. 
– Apply J-transform of the polynomial considered as

bt
e

2
Ftg(t) ==== . Here F takes the ASCII values of the 

plain text message. 

– Find ir such that mod500iM
i

r ≡≡≡≡  where n.i1 ≤≤≤≤≤≤≤≤  Here 

Mi are the coefficients of J [g (t)] given in the above 
polynomial. 
– Determine a new finite sequence of remainders

n..r..........2r,1r
using the above step. 

– The ASCII values of n..r..........2r,1r will be the 

encrypted message and the set of quotients are taken 

as a key ic , i =1, 2, 3…….n. 

B. Decryption Algorithm Steps  
– Convert the given secret message to original text by 

using the given key ic for i=1, 2, 3……n. and prepare 

the cipher text in the corresponding finite sequence of 

numbers n..r..........2r,1r . 

– To generate the original message consider the 

congruence iri500ciM ++++≡≡≡≡   where i=1, 2, 3………..n. 

– Determine the values of n....M,.........2M,1M using the 

above step. 
– Apply the inverse J-transform to J [g (t)]. 
– Arrange the coefficient of the polynomial g (t) as a 
finite sequence. 
–Convert the number of finite sequence to alphabets by 
using ASCII values. 
  Hence, in this process, we get the original plain text 
message. 

IV. PROPOSED METHODOLOGY 

Let us start with a plain text having the message 
“ENVIRONMENT”. 

A.  Encryption procedure 
Using Step1 of Encryption Algorithm, assign every 
alphabet in the plain text message in ASCII values as 
E=69, N=78, V=86, I=73, R=82, O=79, N=78, M=77, 
E=69, N=78, T=84. 
Using Step2 of Encryption Algorithm, the plain text 
message is organized as a finite sequence of ASCII 
values as say 
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,691F ==== ,782F ==== ,863F ==== ,734F ==== ,825F ==== ,796F ====

,787F ==== ,778F ==== ,699F ==== ,7810F ==== 8411F ==== . 

The total number of terms are n= 11.  
Consider the standard expansion of an exponential, 

.....................
6!

6t 6b

5!

5t 5b

4!

4t 4b

3!

3t 3b

2!

2t 2b

1!

t b
1bte +++++++=

 

6!

8t6b

5!

7t5b

4!

6t4b

3!

5 t3b

2!

4t2 b

1!

3 t  b2 tbt e 2 t ++++++=
 

                
.............

8!

10t8b

7!

9 t7b
+++ .

 
Using Step3 of Encryption Algorithm, Consider the 
polynomial 

2t
e

2
Ftg(t) ====

   

!6

8t62
78

5!

7t52
79

4!

6t42
82

!3

5t32
73

!2

4t22
86

!1

3t2
78269t ++++++=

      

    
10!

12
t

10
2

84
9!

11
t

9
2

78
8!

10
t

8
2

69
7!

9
t

7
2

77 ++++++++++++++++ .

 
Apply J-transform on both sides 
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Using Step4 of Encryption Algorithm, find the 

remainders ir in the process of encryption such that

500 mod iMir ≡≡≡≡ , for i = 1, 2, 3 …n, where M
i

represents the coefficients of J [g (t)] given in the above 
polynomial of Eqn. (2) and modulo is taken for any given 
integer as such we take modulo 500. 
Using Step5 of Encryption Algorithm, determine a new 

finite sequence of remainders n..r..........2r,1r
using the 

above step as follows 
138138500(0)500  mod 1381r =+=≡  

436436500(1)500  mod 9362r =+=≡  

128128500(8)500 mod 41283r =+=≡  

180180500(23)500  mod 116804r ====++++====≡≡≡≡  

360360500(78)500  mod 393605r =+=≡  

176176500(212)500 mod 1061766r =+=≡  

5252500(559)500  mod  2795527r =+=≡  

132132500(1419)500 mod 7096328r =+=≡  

260260500(3179)500 mod 15897609r =+=≡  

460460500(8785)500 mod 439296010r =+=≡  

112112500(22708)500 mod 1135411211r =+=≡ . 

Using Step6 of Encryption Algorithm, the encrypted 
message is given by the ASCII values of these 
remainders 138, 436, 128, 180, 360, 176, 52, 132, 260, 
460, 112 and the set of quotients taken in the key as c1 = 

0, c2 = 1, c3 = 8, c4 = 23, c5 = 78, c6 = 212, c7 = 559, c8 = 1419, 
c9 = 3179, c10 = 8785, c11 = 22708, 

Therefore, the original plain text message 
‘ENVIRONMENT’ is changed into cipher text 
‘èƴÇ┤Ũ░4äĄǌp’ as the ASCII values of these 

remainders n..r..........2r,1r (obtained by pressing ALT
 

key of the remainder values using the keyboard of the 
computer).

 

B. Decryption Procedure 
Using Step1 of Decryption Algorithm, convert the given 
secret message to original text by using the given key 

ic for i=1, 2, 3……n as 0, 1, 8, 23, 78, 212, 559, 1419, 

3179, 8785, 22708. We observe that 138, 436, 128, 
180, 360, 176, 52, 132, 260, 460, 112 numbers appear 
as in the form of finite sequence related to the cipher 
text. 
Prepare the cipher text in the corresponding finite 

sequence of numbers n..r..........2r,1r  
as 

R1 = 138, r2 = 436, r3 = 128, r4 = 180, r5 = 360, r6 = 176, r7 = 52, 

R8 = 132, r9 = 260, r10 = 460, r11 = 112.
 Using Step2 of Decryption Algorithm, to generate the 

original message considers the congruence 

iri500ciM ++++≡≡≡≡   where i=1, 2, 3………..n. 

Using Step3 of Decryption Algorithm, determine the 

values of n....M,.........2M,1M using the above step. 

Then we get, 
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Using Step4 of Decryption Algorithm, apply the inverse 
J-transform, we get 
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14v    439296013v    158976012v    70963211v    27955210v    106176 +++++
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Using Step5 of Decryption Algorithm, arrange the 
coefficients of the polynomial g (t) as a finite sequence 
such as 69,78,86,73,82,79,78,77,69,78,84. 
Using Step6 of Decryption Algorithm, convert the 
numbers of finite sequence to alphabets by using ASCII 
values, there by we get the original text message 
“ENVIRONMENT.”  

V. CONCLUSION 

We introduced an efficient Laplace-type integral 
transform called the J-transform. A new integral 
transform J-transform of exponential functions using 
ASCII values is applied to encrypt and decrypt the given 
message. We presented some useful properties of this 
transform and its application in Cryptography. The 
algorithmic part is also simple. This procedure is 
allowed the plain text message in safety form as it 
involved large value of modulus (500). Thus, the 
process of encryption and decryption is more 
strengthened. 

VI. FUTURE SCOPE 

This transform can be significantly used like other 
integral transforms in solving ordinary and partial 
differential equations. 

Conflict of Interest. The authors declare that there is 
no conflict of interests. 

REFERENCES 

[1]. Stakhov, A. P. The golden matrices and a new kind 
of cryptography. Chaos, Solitons and Fractals. 

[2]. Davies, B. (1985). Integral transform and their 
Applications. Second Edition, Springer Science & 
Business Media, LLc. 
[3]. Burton D. M. (2002). Elementary Number Theory. 
Tata McGraw Hill, New Delhi.  
[4]. Dharshini Priya S., Muthu Amirtha & Senthil Kumar 
P. (2019). Application of N-transform in Cryptography. 
International Journal of Scientific Research and 
Reviews, 8(1), 2143-2147.  
[5]. Hemant, K. Undegaonkar. (2019). Security in 
Communication by using Laplace Transforms and 
Cryptography. International Journal of Scientific & 
Technology Research, Volume 8, Issue 12, 3207-3209. 
[6]. Erwin Kreyszig. (1999). Advanced Engineering 
Mathematics. John Wiley and Sons Inc.  
[7]. Johannes A. Buchmann. (2004). Introduction to 
Cryptography. Springer.  
[8]. Kenneth, H. Rosen. (2012). Discrete Mathematics 
and Its   Applications. McGraw Hill.  
[9]. Debnath, L., & Bhatta, D. (2006). Integral 
Transforms and Their Applications. Second Edition, 
Chapman & Hall/CRC.  
[10]. Semwal, P., & Sharma, M. K. (2017). Comparative 
Study of Different Cryptographic Algorithms for Data 
Security in Cloud Computing. International Journal on 
Emerging Technologies (Special Issue NCETST) 8(1), 
746-750. 
[11]. Mohand, M., & Mahgoub, A. (2017). The new 
integral transform “Mohand Transform”. Advances in 
Theoretical and Applied Mathematics, 12(2), 113-120.  
[12]. Amiruddin, A., Ratna, A. A. P., & Sari, R. F. (2019). 
Systematic review of internet of things 
security. International Journal of Communication 
Networks and Information Security, 11(2), 248-255. 
[13]. Yadav, S. K., & Kumar, K. (2011). On Certain 
attacks and Privacy-Protecting Coupon System. 
International Journal of Theoretical and Applied 
Sciences, 3(2),79-87. 
[14]. Tarig M. Elzaki. (2011). The New Integral 
Transform “Elzaki Transform”. Global Journal of Pure 
and Applied Mathematics, 7(1), 57-64.  

 
 
 
How to cite this article: Srinivas, V.

 
and Jayanthi, C. H. (2020). Application of the New Integral “J-transform” in 

Cryptography. International Journal on Emerging Technologies, 11(2): 678–682. 
 


